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video transcript 

Day in the Life: Cyber Threat Intelligence Analyst  
 
 
 
 
 

 
Every day I drive into work, I listen to the news on the radio, because what happens in the real world actually impacts who 

may want to go after our company. 

 

I'm Jessica Lee. I'm a cyber threat intelligence analyst at Chevron. 

 

When I come into work, I begin looking at my hundreds of emails in my inbox that are about the things that have been 

happening overnight, the different cyber incidents that have happened throughout the world, the different adversaries that 

have been active or even predictions into to what adversaries may want to do.  

 

Oil is something that drives economies for a lot of different countries, I pay attention to anything having to do with oil or 

natural gas resources. I take that information and I feed it to other teams, so that they can make business decisions about 

how to better protect the company. 

 

In college, I majored in linguistics, I have both a Bachelor’s and a Master’s Degree in that, and I was just fascinated by the 

type of information that I learned, the way that people scrutinize language and are able to actually pull meaning from it. 

 

When we get a phishing email that's in a different language, it can be difficult to determine what language it is in. I can 

easily spot that, we track different adversaries, a lot of them post on social media, or post on websites, and I'm able to 

look at what they're writing and understand a little bit more about them, because of my background.  

 



chevron.com 
© 2017 Chevron Corporation. All Rights Reserved. 

 
2 

Cyber security at a company like Chevron is about keeping the company and the people who work for the company safe.  

We have operations throughout the world and we have to protect our information and operations in every single country 

where we do business. 

 

 


